|  |
| --- |
| **Vulnérabilité dans Microsoft Edge** |
| **CVE-2025-49713** |
| **DXC MA CTI Advisory**  03/07/2025 |

Overview

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| **CVE** | **Description** | **CVSS Score** | **Risque** | **Exploit** | **Délai de traitement** |
| **CVE-2025-49713** | Une vulnérabilité a été découverte dans Microsoft Edge. Elle permet à un attaquant de provoquer une exécution de code arbitraire à distance. | **8.8** | **Exécution de code arbitraire à distance** |  | **5 Jr** |

Produits affectés

|  |
| --- |
| · Microsoft Edge versions antérieures à **138.0.3351.65** |

Mitigations & Workarounds

Il est recommandé de mettre à jour Microsoft Edge vers :  
 Ø ➢ version **138.0.3351.65** ou ultérieure

DXC MA Cyber Threat Intelligence Assessment

Se référer au bulletin de sécurité de l'éditeur pour l'obtention des correctifs (cf. section Références).

Références :

|  |
| --- |
|  |
| https://msrc.microsoft.com/update-guide/vulnerability/CVE-2025-49713 |